
Republic of Korea, 16 November 2023 

The Republic of Korea supports capacity-building programs and initiatives at 

both bilateral and regional levels to build a free, open, and secure cyberspace 

embracing the principles of inclusivity and transparency. Below are examples of 

capacity-building programs and initiatives the Republic of Korea implemented. 

 

- The ARF Workshop on Fostering Professionals in the Field of Security of 

and in the Use of ICTs on 13 June 2023 in Hanoi, Vietnam 

- The 10th ADMM-Plus EWG on Cyber Security on 3-6 July 2023 in Kuala 

Lumpur, Malaysia  

- The ADMM-Plus EWG on CS Cyber Security Training “CYTREX” on 8-

9 November 2023 in Seoul, Korea 

- The Cybersecurity Alliance for Mutual Progress 

- Capacity-building programs for developing countries through the Global 

Cybersecurity Center for Development 

- The Asia-Pacific Cybercrime Capacity Building Hub  

- The International Symposium on Cybercrime Response on 13-15 

September 2023 in Seoul, Korea  

- Training programs for the ASEAN on Addressing Virtual Asset Heists 

- Bilateral and multilateral official development assistance to enhance 

cybersecurity: cyber investigation technique training, introducing digital 

forensic lab or dark web analysis system, and tackling digital sex crimes 

- Training information security professionals through ASEAN Cyber Shield 

- Training programs for the Asia-Pacific region by the Korea Computer 

Emergency Response Team 
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