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Inputs from India on Capacities required to engage in Points of Contact 

Directory 

 

Cyber Security and Cyber crime 

1. The PoC Directory may include the nodal Government agencies of the 

Members states that deal with responding to cyber security and Cyber Crime 

incidents. These PoCs may be used for sharing of information and 

responding to Cyber incidents.  

2. The ideal nodal agencies would be the National Computer Emergency 

Response Teams (CERTs)/Computer Security Incident Response Teams 

(CSIRTs) for Cyber security Incidents. The Ideal nodal agency for the 

cybercrime reporting will be the nodal Law Enforcement agency of the 

Member state.  

3. In  case if the member states have a unified or multiple agencies to deal with 

cyber security and cybercrime incidents, the details of the key agencies may 

be added in the PoC directory.  

 

Capacity Building 

4. Inclusion of these agencies will help to improve the effective communication 

and cooperation between member states for actionable and practical 

cooperation between the Member states.  

5. PoC of the department under the Foreign affairs ministry of each member 

state may be added as the PoC for sharing information on capacity building 

activities.  

6. If there are dedicated ministries that deal with Skilled Manpower 

development/training/capacity building may also be provided by the member 

states as an additional PoC for Capacity Building activities.  
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